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Copyright Information 

Copyright © 2018–2019 Quick Heal Technologies Ltd. All Rights Reserved. 

No part of this publication may be reproduced, duplicated, or modified in any form or 
incorporated into any information retrieval system, electronic or any other media or 
transmitted in any form without prior permission of Quick Heal Technologies Limited, Marvel 
Edge, Office No.7010 C & D, 7th Floor, Viman Nagar, Pune 411014, Maharashtra, India. 

Marketing, distribution or use by anyone barring the people authorized by Quick Heal 
Technologies Ltd. is liable to legal prosecution.  

Trademarks 

Seqrite and DNAScan are registered trademarks of Quick Heal Technologies Ltd. while Microsoft 
and Windows are registered trademarks of Microsoft Corporation. Other brands and product 
titles are trademarks of their respective holders. 

License Terms 

Installation and usage of Seqrite Endpoint Security is subject to user’s unconditional acceptance 
of the Seqrite end-user license terms and conditions. 

To read the license terms, visit http://www.seqrite.com/eula and check the End-User License 
Agreement for your product.  
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Introducing Seqrite Endpoint Security Cloud 

Seqrite Cloud is an integrated solution that allows the management and regulation of multiple 
Endpoint Security products deployed at different geographical locations. IT administrators from 
any location can easily connect to the cloud to view the latest security status, configure product 
policies, receive notifications and rectify critical network events from one single dashboard. It 
also facilitates policy configuration, backup and more on the cloud for Seqrite products. 

Available flavors 
Seqrite Endpoint Security Cloud is available in the following flavors: 

• Standard 

• Advanced 

• Premium 

The following table lists the features that are available in the flavors: 

Features / Edition Standard Advanced Premium 

Antivirus   

Antiransomware    

Email Protection   

IDS/IPS Protection   

Firewall   

Antiphishing   

Browsing Protection   

Antispam    

Web Security    

Advanced Device Control    

Application Control   

Asset Management   




Tuneup     

Data Loss Protection 
Available as add-on pack with Advanced and 
Premium 
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New Features and Enhancements 

Seqrite EPS 

• On the Client Status page, you can view the name of the group to which the client 
belongs. The exported reports also show the group details. 

• In the browser title, site names of all the open sites are displayed in the respective tabs.  

• The customers will receive mails in the text format.  

• If the activation link expires or user does not receive the Email, you can resend the 
activation link. For the User Roles, Administrator and Report Viewer, an Email with 
activation link can be sent to the Email address provided. 

• SNMP enhancements 

• GDPR consent on the EULA page 

• For virus scan, you can exclude files by using wildcards. 

• If you start deploying Cloud client on the endpoints which already has on-premises EPS 
client, the on-premises client will be uninstalled, and Seqrite Endpoint Security Cloud 
client will be installed on the endpoint.  

• New OS support for client 

o Mac OS X 10.14 

o Amazon Linux 2 

• Email notifications Enhancements, 

o Virus detected on endpoints 

o Virus active on endpoint 

o Virus outbreak and virus detection in network 

o Reboot required on any endpoint 

o Console login URL in Emails 

MSSP 

• GDPR consent on the EULA page 

• Email Notifications Enhancements: 

o Console login URL in Emails 

o Emails in text format 
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Known Issues 

SQUEM-17481 : File is not getting excluded from scanning on MAC client if it is present in any of 
archive(.zip) type and that file name is added into the exclusion list   
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Technical Support 

Seqrite provides extensive technical support for its users. In case you face any technical issue, 
you can contact us. 

Following are the support contacts: 

Email Support: support@seqrite.com  

Phone Support (Toll Free): 1800-212-7377. 
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